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Keyyo
Opérateur et Editeur de solutions de communication innovantes, Keyyo
intègre ses services au cœur du système d’information des entreprises grâce
à sa plateforme technique entièrement créée et maitrisée en interne.

La mission

Occupant un poste transverse, vous avez pour mission de structurer la démarche sécurité de l’entreprise,
de mieux mesurer les risques et les impacts, et d’améliorer les outils et procédures. A ce titre : • Vous
définissez, faites évoluer, et appliquez la Politique de Sécurité des Systèmes d'Information de la société
(PSSI). • Vous conduisez et mettez en oeuvre des audits du système de sécurité, analysez les risques et
les impacts (notamment au regard du RGPD), les dysfonctionnements et les améliorations possibles. •
Vous proposez les solutions techniques les plus appropriées aux besoins de l’entreprise (firewall, back-
up, authentification…), le cas échéant, les développer en interne, les mettre en place et s’assurer de leur
bonne utilisation. • Vous mettez en place une politique de suivi d’incidents (notamment au regard du
RGPD), gérez les incidents et proposez des solutions d’amélioration. • Vous créez et animez un
programme de « bug bounty ». • Vous mettez en place et animez un comité de la sécurité du SI. • Vous
formez les équipes de développement et réseau à la cybersécurité. • Vous sensibilisez à la sécurité
l’ensemble des collaborateurs. • Vous assurez une veille technologique (failles pouvant impacter le SI,
nouvelles solutions, récentes attaques…) et réglementaire (notamment au regard du RGPD). • Vous
assurez un reporting sur l’ensemble des actions en cours

Ce qui vous différencie

Vous êtes issu(e) d’une formation supérieure spécialisée en informatique et/ou télécoms, voire généraliste
(école d’ingénieurs). Une spécialisation en sécurité informatique et/ou télécoms sera la bienvenue. • Vous
avez une très bonne connaissance des Systèmes d’Information et une bonne connaissance du réseau. • Vous
maîtrisez les normes et procédures de sécurité, et les outils et technologies qui s'y rapportent (firewall,
antivirus, cryptographie, serveurs d'authentification, tests d'intrusion...). • Vous avez de bonnes connaissances
juridiques en matière de sécurité et de droit informatique. • Vous maitrisez l’anglais, a minima écrit. • Vous
êtes rigoureux, méthodique, et savez anticiper.
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Nos offres Keyyo

Une équipe à taille humaine, hétéroclite,
dynamique et toujours prête à donner un
coup de main

Nos offres Keyyo

Des afterworks réguliers pour ceux qui
veulent partager plus que des réunions ;)

Nos offres Keyyo Une très bonne mutuelle d’entreprise

Nos offres Keyyo Des événements CE au cours de l’année

Nos offres Keyyo De l’intéressement et de la participation

Ce qui nous différencie

Keyyo, filiale de Bouygues Telecom Entreprise

Filiale du groupe
Bouygues Telecom

Depuis 2019, Keyyo bénéficie du soutien du groupe Bouygues Telecom.

Ce rapprochement vient renforcer solidement les infrastructures et
l'expertise de Keyyo en matière de télécommunications d’entreprise
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